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1. Informasi Mengenai Dokumen
Dokumen ini berisi deskripsi DAHANA-CSIRT berdasarkan RFC 2350, yaitu informasi dasar mengenai DAHANA-CSIRT, menjelaskan tanggung jawab, layanan yang diberikan, dan cara untuk menghubungi DAHANA-CSIRT. 

1.1. Tanggal Update Terakhir
Dokumen merupakan dokumen versi 3.0 yang diterbitkan pada tanggal 04 Februari 2026.

1.2. Daftar Distribusi untuk Pemberitahuan
Tidak ada daftar distribusi untuk pemberitahuan pembaharuan dokumen.

1.3. Lokasi dimana Dokumen ini bisa didapat
Dokumen ini tersedia pada : 
https://tautan.online (versi Bahasa Indonesia)

1.4. Keaslian Dokumen
Kedua dokumen telah ditanda tangani dengan PGP Key milik DAHANA-CSIRT. Untuk lebih jelas dapat dilihat pada Subbab 2.8.

1.5  Identifikasi Dokumen
Dokumen memiliki atribut, yaitu : 
Judul 	: RFC 2350 DAHANA-CSIRT;
Versi 	: 2.0;
Tanggal Publikasi : 04 Februari 2026;
Kedaluwarsa 	: Dokumen ini valid hingga dokumen terbaru dipublikasikan.

2. Informasi Data/Kontak
2.1. Nama Tim
Kepanjangan dari DAHANA-CSIRT
PT. Dahana – Computer Security Incident Response Team
Disingkat : DAHANA-CSIRT.

2.2. Alamat
Jl. Raya Subang Cikamurang KM 12 Cibogo, Subang, Jawa Barat 41285
 
2.3. Zona Waktu
Subang, Jawa Barat, Indonesia (GMT +07:00)

2.4. Nomor Telepon
+622607423333

2.5. Nomor Fax
Tidak ada

2.6. Telekomunikasi Lain
Tidak ada

2.7. Alamat Surat Elektronik (E-mail)
csirt@dahana.id

2.8. Kunci Publik (Public Key) dan Informasi/Data Enkripsi lain
-----BEGIN PGP PUBLIC KEY BLOCK-----
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=
=9kbg

-----END PGP PUBLIC KEY BLOCK-----
-------------------------------------------------------------------------------------------------------
File PGP key ini tersedia pada: 

https://tautan.online

2.9. Anggota Tim 
Ketua DAHANA-CSIRT adalah Senior Manager Sistem Teknologi Informasi – PT DAHANA. 
Yang termasuk anggota Tim adalah beberapa pejabat struktural di lingkungan Bagian Teknologi Informasi PT DAHANA

2.10. Informasi/Data lain 
Tidak ada.

2.11. Catatan-catatan pada Kontak NAMA-CSIRT 
Metode yang disarankan untuk menghubungi Dahana-CSIRT adalah melalui e-mail pada alamat csirt@dahana.id atau melalui nomor telepon yang tercantum pada Informasi Data/Kontak. Pada hari Senin-Jumat pada pukul 08.00-17.00 WIB dan jika terdapat hal-hal yang mendesak di luar jam tersebut dapat dilakukan penanganan.

3. Mengenai CSIRT PT DAHANA
3.1. Visi
3.2. Terwujudnya ketahanan siber yang handal di PT DAHANA. 
3.3. Misi
Misi dari DAHANA-CSIRT, yaitu : 
a. Memberikan keamanan dalam layanan teknologi informasi untuk menunjang operasional bisnis 
b. Memberikan pemahaman dengan mengkoordinasikan pada pihak karyawan atau konstituen terkait ketahan siber pada jaringan yang digunakan. 
c. Mengidentifikasi, menganalisa dan evaluasi setiap insiden yang terjadi pada ketahanan siber

3.4. Konstituen
Konstituen dari DAHANA-CSIRT adalah seluruh karyawan PT DAHANA yang menggunakan layanan teknologi informasi yang berjalan dalam infrastruktur teknologi informasi milik PT DAHANA

3.5. Sponsorship dan/atau Afiliasi
DAHANA-CSIRT merupakan bagian dari PT DAHANA sehingga seluruh pembiayaan bersumber dari anggaran Perusahaan

3.6. Otoritas 
DAHANA-CSIRT merespon, menanggulangi dan mitigasi insiden siber konstituen maupun organisasi di PT DAHANA.

4. Kebijakan – Kebijakan
4.1. Jenis-jenis Insiden dan Tingkat/Level Dukungan 
DAHANA-CSIRT memiliki otoritas untuk menangani insiden yaitu :
a. Web Defacement;
b. DDOS;
c. Malware;
d. Phising;

Dukungan yang diberikan oleh Dahana-CSIRT kepada konstituen dapat bervariasi bergantung dari jenis dan dampak insiden.

4.2. Kerja sama, Interaksi dan Pengungkapan Informasi/ data
DAHANA-CSIRT akan melakukan kerjasama dan berbagi informasi dengan CSIRT atau organisasi lainnya dalam lingkup keamanan siber. Seluruh informasi yang diterima oleh DAHANA-CSIRT Indonesia akan dirahasiakan.

4.3. Komunikasi dan Autentikasi
Untuk komunikasi biasa DAHANA-CSIRT Indonesia dapat menggunakan alamat e-mail tanpa enkripsi data (e-mail konvensional) dan telepon. Namun, untuk komunikasi yang memuat informasi sensitif/terbatas/rahasia dapat menggunakan enkripsi PGP pada e-mail.

5. Layanan 
5.1. Layanan Utama
Layanan utama dari DAHANA-CSIRT yaitu :
5.1.1. Pemberian Peringatan Terkait Keamanan Siber
Layanan ini dilaksanakan oleh DAHANA-CSIRT berupa pemberian peringatan adanya insiden siber kepada pemilik  sistem elektronik dan informasi statistik terkait layanan ini diberikan oleh konstituen.

5.1.2. Penanganan Insiden Siber
Layanan ini diberikan berupa kegiatan menerima, menanggapi, dan menganalisis Insiden Siber. 

5.2. Layanan Tambahan 
Layanan tambahan dari DAHANA-CSIRT yaitu :
5.2.1. Penanganan Kerawanan Sistem Elektronik
Layanan ini berupa koordinasi, analisis dan rekomendasi teknis dalam rangka penguatan aspek kendali keamanan (security control) baik dalam lingkup teknis ataupun non-teknis (Policy/Governance).

Secara umum penanganan ini dibagi menjadi :
1. Pelaporan kerawanan yang bersifat sewaktu oleh pemilik/penyelenggara sistem elektronik milik konstituen.
2. Layanan penanganan kerawanan sebagai tindak lanjut dari kegiatan audit atau vulnerability assessment

5.2.2. Pemberitahuan Hasil Pengamatan Potensi Ancaman
Layanan ini diberikan berupa penyampaian kepada konstituen terkait ancaman terhadap Sistem Elktronik yang dapat muncul akibat perkembangan teknologi, politik, ekonomi, dan perkembangan lainnya. 

5.2.3. Pendeteksian Serangan
Tim DAHANA-CSIRT memiliki beberapa sistem untuk mendeteksi apakah sistem pada perusahaan yang bersangkutan dengan stakeholder aman atau memiliki risiko, sehingga dapat dilakukan penanggulangan sedini mungkin. 

5.2.4. Pembangunan Kesadaran dan Kepedulian Terhadap Keamanan Siber
Tim DAHANA-CSIRT melakukan webinar mengenai isu sistem keamanan informasi.

6. Pelaporan Insiden 
Laporan insiden keamanan siber dapat dikirimkan ke csirt@dahana.id dengan melampirkan Formulir Aduan Insiden Siber yang sekurang-kurangnya memuat :
a. Identitas Pelapor;
b. Tipe Laporan;
c. Waktu Terjadinya Insiden;
d. Tipe Insiden;
e. Deskripsi Insiden disertai Bukti (screenshoot, domain name, URL, email dll).
f. Atau sesuai dengan ketentuan lain yang berlaku

7. Disclaimer
1. Terkait penanganan jenis malware tergantung dari ketersediaan tools yang dimiliki.
2. DAHANA-CSIRT hanya menyediakan sarana komunikasi melalui kanal yang tercantum pada dokumen RFC-2350, kami tidak bertanggung jawab atas komunikasi yang mengatasnamakan DAHANA-CSIRT melalui kanal lain selain yang disebutkan.
